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ABOUT ARMORY

Armory Technologies, Inc. is the world’s most trusted provider of

Bitcoin security solutions.

The Armory Wallet was introduced in 2011 and has been installed more than
500,000 times and is used to protect bitcoin funds by individuals and companies

worldwide.

www.bitcoinarmory.com

enterprise@bitcoinarmory.com

OUR PEOPLE

Alan Beiner is the founder and CEQ of
Armory, and a pioneer in the field of
cryptocurrency security. Alan developed and
released the first version of Armory wallet in
2011, and continues to oversee the
development of the Armory Platform. Alan is
recognized as one of the world’s leading
Bitcoin security experts and a trusted
source for security best practices. Under
Alan’s leadership, Armory has led the market
in the introduction of new security features
and enterprise-grade functionality.

Prior to founding Armory, Alan spent seven
years developing sophisticated realtime
image and video processing algorithms at
the Johns Hopkins Applied Physics
Laboratory in Maryland.

Alan holds BS and MS degrees in applied
mathematics and engineering mechanics,
and additional background in statistics, data
mining and cryptography.

John Velissarios joined Armory as the
founder of the professional services division,
and is responsible for spearheading the
company’s global services organization.
John’s expertise spans cryptography and
digital currencies, risk management, threat
and vulnerability assessment, security
protocols and governance, and solution
architecture and implementation.

Prior to joining Armory, John spent eleven
years as a Principal in Accenture’s
technology consulting practice. “John led
Accenture’s security strategy and risk
services practice across Europe, Africa and
Latin America, and served as Financial
Services lead for security in the UK and
Ireland.

John holds BS and MS degrees in Computer

Science, specializing in cryptography and
information security. John is a founding
member of the Institute of Information
Security Professionals, IISP.

Armory UK
Phone: (+44) 203 701 9201

Email: johnv@bitcoinarmory.com

Armory US
Phone: (+1) 800 243 7116

Email: alan@bitcoinarmory.com

Creators of the

world’'s most secure

Bitcoin platform

Enterprise Security Solutions

for Banks, Exchanges
and Investment Funds



Cold
Storage

The best way to
protect your bitcoins
is to keep them on

an offline “cold”
computer.

Armory was the first
to introduce

an end-to-end
cold-storage platform
that lets you configure
and manage any
signing device offline

Multiple
Signatures

Multisig allows
bitcoins to be held in
cryptographically
enforced escrow
between multiple
authorized signers.
Armory's "Lockboxes"
are the first and only
solution that allows for

yet still move funds
easily with physical
access and proper
credentials.

any multisig from
2-of-3 up to 7-of-7,
and without any
forced third-party
Services or signers.
You can even keep
multisig devices in
cold storage.

Enterprise Security

An End-to-End Bitcoin Security Solution

The Armory platform is unmatched in its versatility and security and
allows organizations to simultaneously use cold storage, multi-sig, and
multi-user key encryption for segregation of duties. The Armory platform
can be tailored to any enterprise, banking, or exchange environment.

This example security profile shows a configuration that requires one of

the following:

m CEQ, CFO and 2-of-3 employees from either Site A or Site B

m 2-0f-3 employees from both Site A and Site B

No matter how complex or simple
the security profile, Armory provides
you tools for monitoring balances
and wallet activity without the ability
to move the funds, which makes
Armory an ideal solution for
compliance and auditing in addition
to security.

Not every Armory client needs a
complex solution, but every client
needs a secure solution, and our

software and consulting solutions
adapt easily to each clients' needs.

Segregation
of Duties

Armory makes it easy
for organizations to
enforce segregation of
duties, achieve
operational transpar-
ency, secure backups
and audit activities.
You can even rotate
employees without
having to re-secure
new wallets.
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enterprise@bitcoinarmory.com
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\We help our clients process bitcoin in a safe and
secure way using a structured approach to security
that is tailored to meet the needs of the client:

People Armory can provide training programs to
ensure that your IT and operational staff understand
how to handle bitcoin safely and help you integrate
bitcoin safely into your existing systems.

Process Armory can provide best practice in process
and governance to keep your business safe. We can
help to analyze your information security and manage-
ment policies and procedures to ensure that your
business operates in a secure manner.

Technology For many organizations who store or
process bitcoin, poorly implemented technology
represents a critical exposure. The Armory Software
Platform is the market-eading choice for the
enterprise, with a full API for services and network
integration, developer tools, custom software
extensions, and enterprise-grade support.

Multiple
Signatures

of Duties

Armory Platform Support & Maintenance
- Training

- Support and Maintenance

- Hosted and Managed Services

Bitcoin Security Consulting

- Design and Architecture

- Organization and Governance Models

- Key Ceremonies and Key Management

Custom Development and Integration
- Armory Extensions, APIs, Connectors & Plugins
- Enterprise Software Integration

Assessment, Audit and Certification
- Risk Assessment

- Technology and Security Audit

- Armory Certification

Armory UK
Phone: (+44) 203 701 8201
Email: johnv@bitcoinarmory.com

Armory US
Phone: (+1) 800243 7116
Email: alan@bitcoinarmory.com

Segregation

Need help with bitcoin security?

Armory has been the de facto standard for bitcoin security for exchanges,
trusts, banks, institutions and hedge funds since 201 1.
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